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Overview Pre-Conference Conference Day 1 Conference Day 2

The rapid advancements in technology and the emergence of new digital solutions have
accelerated the digital transformation agenda. Many organizations are beginning to feel
the pressure to leverage digital opportunities or risk falling behind in the competition.
Along with this comes rising concerns over the risks of technology and digital adoption,
including security, privacy, and technology resiliency.

The CIAG 2023 Conference will feature multiple points of view presented by our esteemed
subject matter experts through various plenary, panel, and masterclass sessions. The CIAG
has a strong history of bringing in subject matter experts from around the world, and this
year is no exception. The two-day event will also feature a series of sharing sessions from
esteemed speakers representing both local and international perspectives.

The main conference on August 23rd will feature keynote addresses, plenaries and panel
discussions, while August 24th will feature concurrent management and technical
masterclasses covering the latest developments in cybersecurity, IT governance, business
continuity management, and assurance within the context of digital trust. These classes
are designed to provide practical experiences and shared thoughts from the speakers.

ABOUT 
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Cybersecurity is one of the biggest risk
facing today’s organizations. Recent
cybersecurity attacks indicate more
threatening ones ahead as evidenced by
numerous disruptive breaches that often
require affected organizations to pay
hundreds of millions of US dollars to cover
costs of the attacks.

In today’s world of increased digital
vandalism, Auditors play an integral role in
ensuring that cybersecurity risks are
addressed appropriately; It has not only
become imperative that risk-based
Auditors should include cybersecurity in
their agile risk-based audit plans but audit
what matters in cybersecurity.

Introduction

Develop self-awareness and authenticity
High level communication, influence and
negotiation skills
Develop self and others with "reflective
leadership"
Strategic career progression
Transformational leadership strategies to
accelerate team performance
Drive change and innovation
Remain productive in  a crisis
Action planning for leadership

In this 2-day workshop, participants will explore
the following topics:

Course Topics:

Auditing Cybersecurity -
Auditing What Matters

Leadership for Tech and
Security Professionals

Tichaona Zororo
Director, Enterprise Governance of IT
(EGIT)

Jo Stewart-Rattray
Director, Technology & Security
Assurance, BRM Advisory

Leading high performance technology and
security teams to maintain organizational
functionality and add strategic value to the
company is no easy feat. It requires an ability
to convey complex information to non-tech
executives, colleagues and clients. A tech or
security leader must combine an
understanding of their contribution to
business strategy.

This 2-day workshop will explore strategies
for creating team culture and driving team's
performance Participants will learn how to
communicate well as a leader, engage staff
an stakeholders while adding strategic value
to their organizations through enhanced
technology or security leadership.

Introduction

Define and understand cybersecurity
Understand the difference between
information security and cybersecurity
Comprehend cybersecurity concepts
and definitions
Appreciate in-depth Incident Response
Plan [IRP]
Understand automotive cybersecurity
Define cybersecurity governance
Gain skills and knowledge to perform a
value-adding cybersecurity auditing
Learn practical ways of auditing
cybersecurity and auditing lessons from
some renowned cybersecurity attacks
Learn emerging trends in cybersecurity

In this 2-day workshop, participants will
explore the following topics:

Course Topics:

 
21st - 22nd August 

 
21st - 22nd August 
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CONFERENCE DAY 1 Wednesday
23rd August 

2:40 PM 

3:50 PM 

8:45 AM
Adrian Foo 

Conference Chairperson,
ISACA Malaysia Chapter

OPENING REMARKS  

Cybersecurity and the Human Brain:
Neurological Insights into

Information Security
Krishna Rajagopal 

Group CEO, AKATI Sekurity
 

PLENARY  
9:20 AM

Morning Break 10:50am - 11:20am 

BREAK 
10:50 AM

8:50 AM
Mohd Muazzam Mohamed
CEO, Bank Islam Malaysia 

OPENING KEYNOTE
ADDRESS  

12:00 PM
Breaking the Chains of Doubt: Building

Digital Trust in an Era of Distrust
Leonard Ong

Senior Director, Regional Information Security
Officer, Intercontinental & China, GE Healthcare

 

PLENARY 2 

10:05 AM
Build a Secure and Resilient Future
with Cybersecurity Mesh
Architecture (CSMA)
Brian Chang
Solution Consultant & Advisory, Fortinet
Malaysia

PLENARY

11:20 AM
Batting Frauds and Scams in the
Financial Services Sector
Meling Mudin
CISO, Payments Network Malaysia Sdn Bhd

PLENARY 1 

12:40 PM
Lunch Break 12:40 PM - 2:00 PM

BREAK

Implementing the Digital Trust
Ecosystem Framework

Tichaona Zororo 
Director, Enterprise Governance of IT

 
 

PLENARY 3 
2:00 PM

The Good, the Bad and the Ugly
of Innovation and Technological
Change in the Digital Age 
Jo Stewart-Rattray
Director, Technology & Security
Assurance, BRM Advisor

PLENARY 4

Afternoon Break 3:20 PM - 3:50 PM 

BREAK 
 3:20 PM

Building Operational Resilience
Against Operational Disruption
Dr. Goh Moh Heng
President, BCM Institute

PLENARY 5

The Intersection of Digital Trust,
Cybersecurity, and Compliance

 Moderator
Nickson Choo, Deputy Director, Technology Risk, Bank

Negara Malaysia 
 

Panelists
Sarbnedhan Sandhu, General Manager, Cyber Security,

Securities Commission Malaysia
Dato' Merina Abu Tahir, ACCA Council

Muslim Mansor, Head, Cyber Threat & Incident
Management, CelcomDigi

Leonard Ong, Senior Director, Regional Information
Security Officer, Intercontinental & China, GE Healthcare

 

PANEL DISCUSSION 
4:30 PM

THE END
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23rd August 

PLENARY SPEAKERS

PANELISTS

Overview Pre-Conference Conference Day 1 Conference Day 2

CEO, Bank Islam Malaysia

MOHD MUAZZAM
MOHAMED

Group CEO, 
AKATI Sekurity

KRISHNA
RAJAGOPAL Solution Consultant &

Advisory, Fortinet Malaysia

BRIAN CHANG
CISO, Payments Network

Malaysia Sdn Bhd

MELING MUDIN

Senior Director , Regional
Information Security

Officer, Intercontinental &
China GE Healthcare

LEONARD ONG
Director, Enterprise

Governance of IT (EGIT)

TICHAONA ZORORO
Director, Technology &

Security Assurance, BRM
Advisor

JO STEWART-RATTRAY
President, BCM 

Institute

DR. GOH MOH HENG

Deputy Director,
Technology Risk, Bank

Negara Malaysia

NICKSON CHOO

General Manager, 
Securities Commission

Malaysia 

SARBNEDHAN  
SANDHU

ACCA Council

DATO' MERINA
ABU TAHIR

MUSLIM MANSOR

Head of Cyber Threat
and Incident

Management,
CelcomDigi

Senior Director , Regional
Information Security

Officer, Intercontinental &
China, GE Healthcare

LEONARD ONG
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23rd August 

OPENING REMARK

Adrian Foo Conference Chairperson, ISACA Malaysia Chapter

8:45 AM
-

8:50 AM

Overview Pre-Conference Conference Day 1 Conference Day 2

MORNING BREAK

Break for 30 minutes

10:50 AM
-

11:20 AM

BUILD A SECURE AND RESILIENT FUTURE WITH
CYBERSECURITY MESH ARCHITECTURE (CSMA)

Brian Chang Solution Consultant & Advisory, Fortinet Malaysia

10:05 AM
-

10:50 AM

CYBERSECURITY AND THE HUMAN BRAIN:
NEUROLOGICAL INSIGHTS INTO INFO SECURITY

In this groundbreaking talk, we delve into the fascinating intersection of
neuroscience, psychology, and cybersecurity. Through analyzing certain aspects
of human cognition, we aim to uncover valuable perspectives that could refine
our protective digital structures. Join us into the less-trodden domain linking
cognitive studies and digital security.

Krishna Rajagopal Group CEO,  AKATI Sekurity

9:20 AM
-

10:05 AM

OPENING KEYNOTE ADDRESS

Mohd Muazzam Mohamed CEO, Bank Islam Malaysia

8:50 AM
-

9:20 AM
In Muazzam's keynote address, he will share insights on how banks are pursuing
sustainable development from a banking perspective and how ISACA members
can contribute to this pursuit.

Cost saving and reducing operational complexity while ensuring compliance
Emphasize interoperability as well as analytics, intelligence, centralized
management, and automation
Integration with a broad ecosystem of technologies

Cybersecurity Mesh Architecture (CSMA) is an architectural approach proposed
by Gartner® that promotes interoperability between distinct security products to
achieve a more consolidated security posture. In this session, Brian will discuss
the following:



SCHEDULE DAY 1 Wednesday
23rd August 

LUNCH BREAK

Break for 1 hour and 20 minutes

12:40 PM
-

2:00 PM

Overview Pre-Conference Conference Day 1 Conference Day 2

IMPLEMENTING THE DIGITAL TRUST ECOSYSTEM NETWORK

In an era where new digital technologies are fundamental to every aspect of
business and social interaction and growth trust gap between individual citizens
and consumers, government and businesses that create and deploy
technologies is widening and growing year on year. Loosing digital trust is
financially damaging and harm digital transformation and technological
innovation. Without tangible and significant action to earn digital trust citizens
and enterprise will not fully be able to benefit from new business and
engagement models that digital technologies provide. 

In this session, Tich will talk about Digital Trust Ecosystem Framework [DTEF]
and how DTEF will provides an innovative digital trust and transformation
approach for enterprises to prioritise digital trust.

2:00 PM
-

2:40 PM Tichaona Zororo Director,  Enterprise Governance of IT (EGIT)

BREAKING THE CHAINS OF DOUBT: 
BUILDING DIGITAL TRUST IN AN ERA OF DISTRUST

In today's digital landscape, data breaches and cyber threats have created a
pervasive sense of distrust in the security and reliability of digital systems.
Building digital trust is essential to overcoming this distrust and ensuring that
organizations can operate safely and securely in the digital world. In this
presentation, we will explore the key elements of digital trust, including
security, privacy, reliability, transparency, and compliance. We will discuss how
organizations can implement strategies and best practices to build and
maintain digital trust, and address the challenges and risks that can undermine
trust. Join us as we break the chains of doubt and learn how to build digital
trust in an era of distrust.

12:00 PM
-

12:40 PM Leonard Ong Senior Director, Regional Information Security Officer, Intercontinental &
China, GE Healthcare

BATTING FRAUDS AND SCAMS IN FINANCIAL SERVICES

Meling will be sharing views and insights from the perspective of a payments
network operator, on scams and frauds. Meling will discuss the current state of
frauds and scams in the country, current countermeasures to combat frauds
and scams  and new initiatives in the effort to fight against scams and frauds.

11:20 AM
-

12:00 PM Meling Mudin CISO, Payments Network Malaysia Sdn Bhd



SCHEDULE DAY 1 Wednesday
23rd August 

THE GOOD, THE BAD AND THE UGLY OF INNOVATION
AND TECHNOLOGICAL CHANGE IN THE DIGITAL AGE

Digitization is a double edge sword that can both promote and generate bias on
social norms, gender and race equality. Jo, who recently returned from the United
Nations' Commission on the Status of Women, will share learnings on how we can
all work together to overcome some of these biases and to give an online voice to
the voiceless and create safe spaces for individuals to interact together.

2:40 PM
-

3:20 PM Jo Stewart-Rattray Director, Technology & Security Assurance, BRM Advisor

Overview Pre-Conference Conference Day 1 Conference Day 2

3:20 PM
-

3:50 PM

AFTERNOON BREAK

Break for  30 minutes

BUILDING OPERATIONAL RESILIENCE AGAINST
OPERATIONAL DISRUPTION

Revisiting Operational Resilience versus Business Continuity and Crisis
Management and Cyber Resilience
Embarking on the Operational Resilience Journey
Enlarge current scope to include business services and impact tolerance

Dr.Goh will discuss and address the following topics in his plenary session:

3:50 PM
-

4:30 PM Dr. Goh Moh Heng President, BCM Institute

THE INTERSECTION OF DIGITAL TRUST, CYBERSECURITY,
AND COMPLIANCE

Focus on the intersection of digital trust, cybersecurity, and compliance, and
how organizations can navigate the complex landscape of regulations and
requirements. Discuss how digital trust and cybersecurity can be integrated into
compliance frameworks and how technologies like ChatGPT can help
organizations achieve compliance while enhancing security and trust. 

4:30 PM
-

5:30 PM Nickson Choo
Dato' Merina Abu Tahir
Sarbnedhan  Sandhu
Muslim Mansor
Leonard Ong

 Deputy Director Technology Risk, Bank Negara Malaysia
ACCA Council

General Manager, Securities Commission Malaysia

Head, Cyber Threat & Incident Management, CelcomDigi 
Senior Director, Regional Information Security Officer,
Intercontinental & China, GE Healthcare



CONFERENCE DAY 2 Thursday
24th August 

Achieving an Effective Trusted Data
Sharing Ecosystem: Equation for

Success
Ong Khai Chiat

Partner, Data and Analytics Leader,
Risk Services, PwC Malaysia

 

PLENARY 7 

8:30 AM
Kenneth Ho

Conference Co-Chairperson, ISACA
Malaysia Chapter

WELCOME BACK &
RECAP MESSAGE

9:20 AM

Morning Break 10:40am - 11:10am 

BREAK 
10:40 AM

8:40 AM
Strengthening Digital Trust and Cybersecurity
Resilience in Banking: The Role of Internal Audit for
Sustainable Development
Retnendran Sivasupramaniam

PLENARY 6

10:00 AM

Clarence Chan, ISACA Malaysia Chapter

Murari Kalyanaramani, CISO, UOB Singapore
Shahariz Abdul Aziz, Director, Digital
Transformation, Bank Islam Malaysia Berhad
Gilbert Kohnke, CRO, Maybank, Malaysia 

Sustainable Innovation: Bridging the Gap between
Sustainability and Cybersecurity
Moderator:

Panelists:

FIRESIDE CHAT

MASTERCLASS

TECHNICAL MANAGEMENT

The Importance of Privilege Access
Management in Today's Digital Age 

Brandon Low
CEO & Co-founder, SecureKi Sdn Bhd

Gravity of Artificial Intelligence (AI)
Large Language Models (LLM) on

Offensive and Defensive Approach  
Karthik R Sundar

Director, Cyber Risk Advisory Deloitte
Malaysia

BREAK 

BREAK 

Trust by Design - The Key to
Good Green Energy 

Jaco Benadie
Partner, Cybersecurity and Risk

EY Consulting, Malaysia

Modernize your Vulnerability and Risk
Management Program for Increased

Cyber Resiliency 
Haggai Polak

Chief Product Officer, Skybox Security
 

CONFERENCE CLOSING
REMARK & LUCKY DRAW

2:30 PM 

1:30 PM 

4:00 PM 

3:30 PM

 11:10 AM

12:10 PM

5:05 PM

Personal Data Protection: From Compliance
to Managing Digital Trust
Dr Sonny Zulhuda, Ph.D
Associate Professor, International Islamic
University Malaysia

Enhancing Business Continuity and Crisis
Management: Operational Resilience Post
Covid
Dr Goh Moh Heng
President, BCM Institute 

BREAK 

BREAK 

ISACA Global Perspective of Digital Trust
Framework
Jo Stewart-Rattray
Director, Technology & Security Assurance, BRM
Advisory

What Auditors Get Wrong About
Auditing Cybersecurity
Tichaona Zororo,
Director, Enterprise Governance of IT (EGIT) 

CONFERENCE CLOSING
REMARK & LUCKY DRAW

Overview Pre-Conference Conference Day 1 Conference Day 2

Portfolio Audit Head, Technology, Digital &
Data Analytics, Ambank Group

Lunch Break 12:10pm - 1:30pm Lunch Break 12:10pm - 1:30pm 

Afternoon Break 3:30pm - 4:00pm Afternoon Break 3:30pm - 4:00pm 



PLENARY SPEAKERS

PANELISTS

SPEAKERS DAY 2 Thursday
24th August 

Portfolio Audit Head -
Technology, Digital & Data
Analytics, Ambank Group

RETNENDRAN
SIVASUPRAMANIAM Director, Enterprise

Governance of IT (EGIT) 

TICHAONA ZORORO
CEO & Co-founder, 
SecureKi Sdn Bhd

BRANDON LOW

Associate Professor,
International Islamic
University Malaysia

DR SONNY ZULHUDA,
PH.D

Director, Technology &
Security Assurance, BRM

Advisory

JO STEWART-RATTRAY
President, BCM 

Institute

DR GOH MOH HENG
Partner, Cybersecurity and

Risk,
EY Consulting Malaysia

JACO BENADIE
Director, Cyber Risk Advisory,  

Deloitte Malaysia

KARTHIK SUNDAR

ISACA Malaysia Chapter
CLARENCE CHAN

CISO, UOB Singapore

MURARI
KALYANARAMANI

SHAHARIZ ABDUL AZIZ
Director, Digital

Transformation, Bank Islam
Malaysia Berhad

Overview Pre-Conference Conference Day 1 Conference Day 2

Chief Product Officer,
Skybox Security

HAGGAI POLAK
Partner, Data and Analytics
Leader, Risk Services, PwC

Malaysia

ONG KHAI CHIAT

Chief Risk Officer, Maybank,
Malaysia

GILBERT KOHNKE
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ACHIEVING AN EFFECTIVE TRUSTED DATA SHARING
ECOSYSTEM: EQUATION FOR SUCCESS

With the growing demand for big data analytics and AI/ML applications, organizations
are faced with the challenge of ensuring their internally generated data can keep up.
Many turn to data acquisition and sharing to support their data initiatives. However,
effectively tapping into the wider data ecosystem requires careful consideration and
evaluation of the shared data's value. This topic explores the key factors organizations
should consider when accessing external data sources and emphasises the
importance of building a trusted data sharing ecosystem.

9:20 AM
-

10:00 AM
Ong Khai Chiat

MORNING BREAK

Break for 30 minutes

10:40 AM
-

11:10 AM

WELCOME BACK & RECAP MESSAGE 

Kenneth Ho Conference Co-Chairperson, ISACA Malaysia Chapter

8:30 AM
-

8:40 AM

Overview Pre-Conference Conference Day 1 Conference Day 2

STRENGTHENING DIGITAL TRUST AND CYBERSECURITY
RESILIENCE IN BANKING: THE ROLE OF INTERNAL AUDIT
FOR SUSTAINABLE DEVELOP MENT 

Internal audit functions play a critical role in ensuring trust, resilience, and sustainable
growth. This presentation explores the significance of building digital trust and
cybersecurity resilience in the banking sector, with a specific focus on the
responsibilities and contributions of internal audit teams.

Retnendran Sivasupramaniam 

8:40 AM
-

9:20 AM Portfolio Audit Head, Technology, Digital & Data Analytics,
Ambank Group

FIRESIDE CHAT :  SUSTAINABLE INNOVATION: BRIDGING
THE GAP BETWEEN SUSTAINABILITY AND CYBERSECURITY10:00 AM

-
10:40 AM Clarence Chan ISACA Malaysia Chapter

Murari Kalyanaramani CISO, UOB Singpaore

Shahariz Abdul Aziz Director, Digital Transformation Bank Islam Malaysia Berhad

Focus on how organizations can bridge the gap between sustainability and
cybersecurity, and how technologies and AI can be used to support sustainable
innovation. The discussion will explore how sustainability and cybersecurity initiatives
can be integrated into digital innovation strategies, and how organizations can balance
the need for innovation with the need for security and sustainability.

Partner, Data and Analytics Leader, Risk Services, PwC Malaysia

Gilbert Kohnke CRO, Maybank, Malaysia
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TECHNICAL

Hoggai Polak

11:10 AM
-

12:10 PM

MANAGEMENT

What Auditors G et Wrong About
Auditing Cybersecurity

Tichaona Zororo

Director, Enterprise
Governance of IT (EGIT)

Modernize your Vulnerability and Risk
Management Program f or Increased
Cyber Resiliency

LUNCH BREAK

Break for 1 hour and 20 minutes

12:10 PM
-

1:30 PM

TECHNICAL

In today's digital age, Privilege
Access Management (PAM) plays a
critical role in protecting
organizations from data breaches,
insider threats, and system
compromises. By implementing
robust PAM practices,
organizations can prevent
unauthorized access to sensitive
data, safeguard critical systems and
infrastructure.

Brandon Low 

CEO & Co-Founder,
SecureKi Sdn Bhd

1:30 PM
-

2:30 PM

MANAGEMENT

Dr Sonny Zulhuda, Ph.D
Associate Professor,
International Islamic University
Malaysia

The Importance of Privilege Access
Management in Today's Digital Age

Personal Data Protection: 
From Compliance to Managing Digital
Trust

Overview Pre-Conference Conference Day 1 Conference Day 2

In this masterclass, participants will
learn the principles of data protection
and the key compliance issues, from
the basis of data processing to data
security standards and best practices;
and from the risk of automation to
the duties of data protection officers.

Most auditors who follow a risk based
agile audit approach will certainly have
cybersecurity auditing in their dynamic
agile audit plan. But why cyberattacks
continue to scale at unprecedented,
alarming scale? What is it that auditors
are not getting right when it comes to
auditing cybersecurity?

Join Tich as he shares insights on what
auditors get wrong about auditing
cybersecurity.

In this session Hoggai will discuss
the latest research, markets and
programs for Vulnerability and
Risk Management. The session will
address how Continuous Threat
Exposure Management (CTEM) is
gaining ground as the
recommended program to ensure
effective risk prioritization and
reduction, increasing an
organizations Cyber Resilience. 

Chief Product Officer, Skybox
Security 
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Karthik Sundar
Director, Cyber Risk Advisory,
Deloitte Malaysia

2:30 PM
-

3:30 PM

MANAGEMENT

Masterclass session on realignment of
business continuity and crisis
management practice post Covid-19.
Sharing of lessons learnt and getting
continuous improvement in action
and starting your operational
resilience journey.

Dr Goh Moh Heng
President, BCM Institute  

Gravity of Artificial Intelligence (AI) Large
Language Models (LLM) on Offensive and
Defensive Approac h

TECHNICAL

Enhancing Business Continuity and Crisis
Management: Operational Resilience Post
Covid

AFTERNOON BREAK

Break for 30 minutes

3:30 PM
-

4:00 PM

TECHNICAL

The digital transformation in
renewable energy relies on
disruptive technologies and
innovations integrating the different
types of renewable energy into the
bulk grid, to accelerate green energy
transition. Its important to note that
this transformation could also
increase vulnerability to the one
technological risk of widespread
cybercrime and cyber insecurity.
Join Jaco as he explains how we can
overcome the green cybersecurity
challenge through Trust by Design.

4:00 PM
-

5:00 PM

We have countless digital
interactions every day, all of which
are underlined by a single element:
trust. It should be said that trust is
actually the underpinning factor in
all relationships and is central to
almost every interactions we have in
the human world. Given the
expanding digital world in which we
live and work now is the time to
explore what digital trust is and what
is means to each of us both
personally and professionally. 

Jo Stewart-Rattray

Director, Technology & Security
Assurance, BRM Advisory

Trust by Design - The Key to Good
Green Energy

ISACA Global Perspective of Digital
Trust Framework

Jaco Benadie
Partner, Cybersecurity and Risk,
EY Consulting Malaysia

MANAGEMENT

This session provides a background on
how AI LLM aids offensive cyber
techniques and tactics, and may
provide equal opportunity for
defenders to leverage on the
technology to adapt and double down
on proactive defensive measures.
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CONFERENCE CLOSING REMARKS & LUCKY DRAW

Closing remarks  and lucky draw before the end of conference 

5:05 PM
-

5:30 PM

Overview Pre-Conference Conference Day 1 Conference Day 2

The ISACA Malaysia Chapter Board members and volunteers, along with the ISACA Malaysia
Chapter’s Secretariat, are responsible for organizing the conference. These Board members and
volunteers are not compensated and have generously contributed their time and effort to
ensure the success of the conference. They are involved in all aspects, from planning and
organization to execution. The net proceeds from all previous editions of the conference are
dedicated to supporting the ISACA Malaysia Chapter and its many events, which benefit the
members.

ORGANIZERS

Our organization is the local chapter affiliate of an international body of Information
Governance Professionals known as ISACA (previously known as the Information Systems Audit
and Control Association, ISACA now goes by its acronym only, to reflect the broad range of IT
governance professionals it serves). With a membership of over 1,400 members locally, we are
classified as a very large chapter. ISACA Malaysia Chapter was established way back in
November 1984. 

ISACA MALAYSIA CHAPTER

Secretariat Address
ISACA Malaysia Chapter
Unit 916, 9th Floor, Block A
Damansara Intan, No. 1, Jalan SS 20/27
47400 Petaling Jaya
Selangor, Malaysia

Chapter Office Administrator : Jayaseelan Subramaniam
Mobile Number : +6017-2196225
email : officeadmin@isaca.org.my

ABOUT ISACA MALAYSIA CHAPTER 

www.isaca.org.my

http://www.isaca.org.my/
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